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60-Second Survey: The WSIC is constantly working to improve the quality and relevance of our products. We encourage 
recipients of this product to provide feedback (both positive and negative) via the following link: 
https://www.surveymonkey.com/r/WSICAnalyticalReport.  
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Ransomware Alert from Wisconsin Department of Administration 
 

Alert from WI DOA 2: Ransomware attacks making national news highlight a growing threat for 
Wisconsin organizations. Criminals are using ransomware as a method to make money. In numerous 
cases, ransomware attacks have targeted counties, municipalities, law enforcement and courts, and 
especially K-12 schools. Some ransomware groups focus on targets that the criminals deem “easier” 
to attack, or who are deemed vulnerable based on automated scanning. Think of a car thief – who will 
keep searching, until finding the car that is sitting unlocked with the keys in the visor. 
 
How can you become infected: A malicious link or attachment in an email message; infected websites; 
fake apps; malicious ads on legitimate websites, or leaked credentials. Once your machine is infected, 
ransomware can encrypt all manner of files, from documents to pictures and videos. It can encrypt your 
data, lock you out of your operating system, and spread to other computers on the network. 
 
To get your data back, the criminals usually request payment in cryptocurrency, such as Bitcoin, 
because it is perceived as harder to trace. Another hallmark of ransomware is to give you a short time-
limit to pay the ransom or risk losing your data forever. 
 

WSIC Comment: The Wisconsin Department of Administration (DOA), Division of Enterprise 
Technology (DET) authored the alert below. WSIC concurs with the content of the alert. In addition to 
the mitigations mentioned below, WSIC encourages Wisconsin organizations to strongly consider 
adding multifactor authentication anywhere employees provide credentials. The White House recently 
published a memorandum addressed to corporate executives and business leaders on the topic of 
ransomware. That letter is attached here for additional reference: 
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TO: Corporate Executives and Business Leaders 
 
FROM: Anne Neuberger, Deputy Assistant to the President and Deputy National 
Security Advisor for Cyber and Emerging Technology  
 
SUBJECT: What We Urge You To Do To Protect Against The Threat of Ransomware 
 
DATE: June 2, 2021  
 
The number and size of ransomware incidents have increased significantly, and 
strengthening our nation’s resilience from cyberattacks – both private and public sector 
– is a top priority of the President’s.  
 
Under President Biden’s leadership, the Federal Government is stepping up to do its’ 
part, working with like-minded partners around the world to disrupt and deter 
ransomware actors. These efforts include disrupting ransomware networks, working 
with international partners to hold countries that harbor ransomware actors accountable, 
developing cohesive and consistent policies towards ransom payments and enabling 
rapid tracing and interdiction of virtual currency proceeds. 
 
The private sector also has a critical responsibility to protect against these threats. All 
organizations must recognize that no company is safe from being targeted by 
ransomware, regardless of size or location. But there are immediate steps you can take 
to protect yourself, as well as your customers and the broader economy. Much as our 
homes have locks and alarm systems and our office buildings have guards and security 
to meet the threat of theft, we urge you to take ransomware crime seriously and ensure 
your corporate cyber defenses match the threat.  
 
The most important takeaway from the recent spate of ransomware attacks on U.S., 
Irish, German and other organizations around the world is that companies that view 
ransomware as a threat to their core business operations rather than a simple risk of 
data theft will react and recover more effectively. To understand your risk, business 
executives should immediately convene their leadership teams to discuss the 
ransomware threat and review corporate security posture and business continuity plans 
to ensure you have the ability to continue or quickly restore operations.  
 







Below you will find the U.S. Government’s recommended best practices – we’ve 
selected a small number of highly impactful steps to help you focus and make rapid 
progress on driving down risk.  
 
What We Urge You To Do Now 


 
Implement the five best practices from the President’s Executive Order: 
President Biden’s Improving the Nation’s Cybersecurity Executive Order is being 
implemented with speed and urgency across the Federal Government. We’re 
leading by example because these five best practices are high impact: multifactor 
authentication (because passwords alone are routinely compromised), endpoint 
detection & response (to hunt for malicious activity on a network and block it), 
encryption (so if data is stolen, it is unusable) and a skilled, empowered security 
team (to patch rapidly, and share and incorporate threat information in your 
defenses). These practices will significantly reduce the risk of a successful cyber-
attack.  
 
Backup your data, system images, and configurations, regularly test them, 
and keep the backups offline: Ensure that backups are regularly tested and 
that they are not connected to the business network, as many ransomware 
variants try to find and encrypt or delete accessible backups. Maintaining current 
backups offline is critical because if your network data is encrypted with 
ransomware, your organization can restore systems.  
 
Update and patch systems promptly: This includes maintaining the security of 
operating systems, applications, and firmware, in a timely manner. Consider 
using a centralized patch management system; use a risk-based assessment 
strategy to drive your patch management program. 
 
Test your incident response plan: There’s nothing that shows the gaps in 
plans more than testing them. Run through some core questions and use those 
to build an incident response plan: Are you able to sustain business operations 
without access to certain systems? For how long? Would you turn off your 
manufacturing operations if business systems such as billing were offline? 
 
Check Your Security Team’s Work: Use a 3rd party pen tester to test the 
security of your systems and your ability to defend against a sophisticated attack. 
Many ransomware criminals are aggressive and sophisticated and will find the 
equivalent of unlocked doors. 
 
Segment your networks: There’s been a recent shift in ransomware attacks – 
from stealing data to disrupting operations. It’s critically important that your 
corporate business functions and manufacturing/production operations are 
separated and that you carefully filter and limit internet access to operational 
networks, identify links between these networks and develop workarounds or 
manual controls to ensure ICS networks can be isolated and continue operating if 







your corporate network is compromised. Regularly test contingency plans such 
as manual controls so that safety critical functions can be maintained during a 
cyber incident.  


 
Ransomware attacks have disrupted organizations around the world, from hospitals 
across Ireland, Germany and France, to pipelines in the United States and banks in the 
U.K. The threats are serious and they are increasing. We urge you to take these critical 
steps to protect your organizations and the American public. The U.S. Government is 
working with countries around the world to hold ransomware actors and the countries 
who harbor them accountable, but we cannot fight the threat posed by ransomware 
alone. The private sector has a distinct and key responsibility. The federal government 
stands ready to help you implement these best practices. 
 
Additional Resources 
 
FACT SHEET: President Signs Executive Order Charting New Course to Improve the 
Nation’s Cybersecurity and Protect Federal Government Networks 
 
CISA - RANSOMWARE GUIDANCE AND RESOURCES 
 



https://www.whitehouse.gov/briefing-room/statements-releases/2021/05/12/fact-sheet-president-signs-executive-order-charting-new-course-to-improve-the-nations-cybersecurity-and-protect-federal-government-networks/

https://www.whitehouse.gov/briefing-room/statements-releases/2021/05/12/fact-sheet-president-signs-executive-order-charting-new-course-to-improve-the-nations-cybersecurity-and-protect-federal-government-networks/

https://www.cisa.gov/ransomware
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We that you take the following precautions to help protect yourself. 

1. Ensure you have an offline backup of your critical data. Backup everything, every day: However, 
you must know how to back up your data correctly. This means backing up your data into the 
cloud – or on a local storage device that is offline and not directly connected to your system. If 
you backup your data to an external hard drive, only connect the hard drive when backing up 
your data, then immediately disconnect it. 

2. Apply security patches to all your applications as quickly as possible. 

3. Do not click suspicious attachments, links, or ads. 

4. Ensure anti-virus is present and updated on each endpoint and server. 

5. Develop a disaster recovery plan (DRP): A DRP can help you spring into action during a host of 
different emergencies, from hackers to hailstorms. Here are some steps you might include in a 
DRP for a ransomware attack: Shut down most of the organization’s network immediately to 
prevent infection from spreading; Shut down Wi-Fi and Bluetooth right away. 

6. Contact the DOA Help Desk at 608-267-6930 if you believe you are a victim of ransomware.  

 
Reporting Notice: To report suspicious activity to the WSIC, please visit https://wifusion.widoj.gov/. 

 
Sources: 

 
1 FIRST, Undated, TRAFFIC LIGHT PROTOCOL (TLP) FIRST Standards Definitions and Usage Guidance — Version 1.0, 
https://www.first.org/tlp/  

2 Email from WI DOA DET employee to WSIC Employee, June 3, 2021, Ransomware Alert Draft. 
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